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FIRST CHANGE
[bookmark: _Toc136356764][bookmark: _Toc136857657]7.1.5	Digital Asset Management
Table 7.1.5-1 – Digital Asset Management Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	[CPR 5.1]
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall be able to provide functionality to store digital assets associated with a user, and to remove such digital assets associated with a user.
	[PR 5.13.6-1]
[PR 5.15.6-1]
[PR 5.16.6.2-1]
[PR 5.14.6-2]
	

	[CPR 5.2]
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall provide a means to allow a user to securely access and update their digital assets.

	[PR 5.13.6-1]
[PR 5.15.6-1]
[PR 5.16.6.2-1]
	

	[CPR 5.3]
	Subject to user consent, the 5G system shall be able to allow a trusted third party to retrieve the digital asset(s) associated with a user, e.g. when the user accesses a specific application.
NOTE: 	When a user accesses an immersive mobile metaverse service, the authorized third party (service provider) could obtain relevant digital assets of a user associated with that service.
	[PR 5.13.6-2]
[PR 5.15.6-3]
[PR 5.14.6-1]
[PR 5.15.6-2]
	

	[CPR 5.4]
	Subject to regulatory requirements and operator policy, the 5G system shall provide secure means to authorize the use of digital assets associated with a user (e.g. digital assets belonging to a third party customer). 
	[PR 5.16.6.2-2] 
[PR 5.13.6.5]
	

	[CPR 5.5]
	The 5G system shall provide mechanisms to certify the authenticity of the digital assets associated with a user.
	[PR 5.13.6-4]
	

	[CPR 5.6]
	The 5G system shall be able to associate a stored digital asset with one or more User Identities.

	[PR 5.28.6-1]
	

	[CPR 5.7]
	Subject to operator policy, regulatory requirements and user consent, the 5G system shall support a mechanism for users to define conditions (e.g. based on user location information) to restrict the access to, and management of, stored digital assets associated with User Identity.
	 [PR 5.28.6-2]
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